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(57) ABSTRACT

The invention relates to a detection system employed for
securing a start-up of an application, said system comprising
at least one first detector (D2) and one second detector (D3),
each detector comprising two input terminals (I1, 12) con-
nected to its logic inputs, two output terminals (O1, O2)
connected to its logic outputs and two power supply terminals
(0V, +24V) connected to two electrical power supply lines.
The two output terminals (O1, O2) of the first detector (D2)
are connected to the two input terminals (11, 12) of the second
detector (D3) and the two output terminals (01, O2) of the
second detector (D3) are connected to control devices (K1,
K2) of the application to be secured, so as to form a detection
chain.

20 Claims, 3 Drawing Sheets
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1
SECURED DETECTION SYSTEM

TECHNICAL FIELD OF THE INVENTION

The present invention relates to a secured detection system.

PRIOR ART

In order to secure the access to a machine M situated in
premises, it is known practice to provide a secure detection
system which makes it possible to disallow the start-up of the
machine when the means of access to the premises is open.
Since one and the same premises may contain several access
means, at least one detector is provided to secure each means
of access. In this situation, the detectors are wired in a chain
so that the output terminals of a first detector are connected to
the input terminals of a second detector, and so on. Thus the
start-up of the machine will be possible only when all the
outputs of the detectors are active, that is to say when all the
means of access to the premises are closed. In the current
secured detection systems, an additional security module MS
is connected to the output terminals of the last detector of the
chain and to means for starting up the machine. FIG. 2 rep-
resents a chained structure according to the prior art. In this
FIG. 2, interconnection devices are employed for connecting
the detectors D1', D2', D3' together. At the end of the chain,
the security module MS is connected to the output terminals
of the last detector D3'. Two control relays K1, K2 of the
machine and a feedback loop comprising a start-up button
B-St are connected to the additional security module MS.

In the prior art, each detector is in automatic start-up mode
by design. The additional security module is therefore obliga-
tory for managing the manual start-up of the machine. This
additional security module does indeed provide the choice
between several modes for starting up the machine but it
increases the cost of the detection system and the response
time of the system.

The object of the invention is to propose a detection system
that comprises several detectors wired in a chain and that does
not require the use of an additional security module.

DESCRIPTION OF THE INVENTION

This is object is achieved by a detection system employed
for securing a start-up of an application, said system compris-
ing:

at least one first detector and one second detector, each

detector comprising two input terminals connected to its
logic inputs, two output terminals connected to its logic
outputs and two power supply terminals connected to
two electrical power supply lines, the two output termi-
nals of the first detector being connected to the two input
terminals of the second detector,

the system being characterized in that:

the two output terminals of the second detector are con-

nected to control devices of the application to be
secured, so as to form a detection chain,
the second detector comprises a start-up input terminal and
a test output terminal,

to the second detector, a feedback loop is connected
between the start-up input terminal and the test output
terminal, for the purpose of monitoring the control
devices,

the first detector is configured in an automatic start-up

mode,

5

10

15

20

25

30

35

40

45

50

55

60

65

2

the second detector is configured in a manual start-up
mode, which is conditional upon an active state of the
inputs of the second detector, and on a closed feedback
loop.

According to the invention, the first detector and the second
detector are identical.

According to another particular feature, the first detector
also comprises a start-up input terminal connected to a posi-
tive potential power supply line and an unconnected test
output terminal.

According to the invention, the detectors are of the radio-
identification type or of the Hall-effect type.

According to another particular feature, the feedback loop
is controlled by a start-up button.

According to the invention, the system comprises a first
interconnection device and a second interconnection device
connected to the first interconnection device, the first detector
being connected to the first interconnection device and the
second detector to the second interconnection device.

According to another particular feature of the invention,
the control devices are connected to the second interconnec-
tion device.

BRIEF DESCRIPTION OF THE FIGURES

Other features and advantages will become evident in the
following detailed description made with respect to the
appended drawings in which:

FIG. 1 illustrates the context of use of a secured detection
system,

FIG. 2 represents a secured detection system according to
the prior art,

FIG. 3 represents the secured detection system of the
invention.

DETAILED DESCRIPTION OF AT LEAST ONE
EMBODIMENT

The invention relates to a secured detection system. Such a
secured detection system is for example employed for secur-
ing the start-up of an application, for example of a machine,
situated in premises Z. FIG. 1 illustrates this example. The
secured detection system comprises several detectors D1, D2,
D3, ... Dnconnected in a chain, each detector being devoted
to the supervision of a means of access to the premises Z. The
start-up of the machine M is possible only if all the outputs of
the detectors are active, that is to say when all the means of
access to the premises are closed.

The detectors are for example of the radio-identification
type (hereinafter called RFID). Naturally, technologies other
than RFID could be employed, such as for example detection
by Hall effect, optical or with magnetic contacts. The rest of
the description will concentrate on detectors of the RFID
type.

In the context illustrated by FIG. 1, an RFID electronic tag
Etl, Et2, Et3 is for example attached to the means of access,
while a read/write station Stat1, Stat2, Stat3 is attached to the
frame of the means of access. When the RFID electronic tag
Etl, Et2, Et3 is in the field of the station, it means that the
means of access is closed and therefore that the outputs of the
detector are active.

As discussed above, in the prior art shown in FIG. 2, an
additional security module MS is connected at the end of the
chain. This additional security module MS manages the start-
up mode of the machine M and monitors the feedback loop
Br, that is to say the state of the control relays K1, K2 of the
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machine. The object of the invention is to remove this addi-
tional security module from the detection chain.

In the rest of the description, consideration will be given to
a detection chain that comprises a number n of detectors, n
being greater than or equal to two. The detector of rank n is
situated at the end of the detection chain. In FIG. 3, only three
detectors D1, D2, D3 are shown.

According to the invention, each detector comprises two
input terminals I1, 12 connected to its logic inputs, two output
terminals O1, O2 connected to its logic outputs, two power
supply terminals (0V, +24V), a start-up input terminal St and
a test output terminal C1.

In the secured detection system, the output terminals O1,
02 of'the detector of rank 1 are connected to the input termi-
nals I1, 12 of the detector of rank 2, the output terminals O1,
02 of the detector of rank 2 are connected to the input termi-
nals 11, 12 of the detector of rank 3 and so on. The output
terminals O1, O2 of the detector of rank n-1 are therefore
connected to the input terminals of the detector of rank n.

The two power supply terminals (0V, +24V) of each detec-
tor of the chain are connected to two power supply lines
extending over the whole length of the chain and connected to
a power supply source. The first power supply line L1 is at a
zero electrical potential and the second power supply line [.2
is at a positive electrical potential, for example set at +24
Volts.

According to the invention, the detectors of rank 1 to n—1
are configured in automatic start-up mode, that is to say that
the activation of their outputs is not conditional upon the
manual closure of a loop connected to their start-up input
terminal St. To configure these detectors in automatic start-up
mode, their start-up input terminal St is connected to the
second power supply line L.2. The chaining of the detectors
produces this configuration. In this automatic start-up mode,
the RFID tag of each detector must be within the range of the
reader in order to activate the logic outputs.

According to the invention, the output terminals O1, O2 of
the detector of rank n are connected to control devices of the
machine M, consisting of two relays K1, K2.

The feedback loop Br, used to monitor the state of the two
relays K1, K2, is connected between the start-up input termi-
nal St and the test output terminal C1 of the detector of rank
n. The start-up button of the machine is placed on this feed-
back loop Br. The start-up of the machine M is carried out by
pressing the start-up button and is possible only if the outputs
of'the detector of rank n are active and if the feedback loop Br
is closed.

According to the invention, in order to carry out the wiring
between two detectors of the chain, two T-shaped intercon-
nection devices are used for example. FIG. 3 shows such a
solution. One interconnection device is associated with each
detector of the chain. Thus, the detection system also com-
prises n identical interconnection devices. Naturally, it would
be possible to dispense with the interconnection devices by
incorporating into each detector the wiring configuration pro-
duced by each of the interconnection devices.

The interconnection devices T1, T2, T3 are arranged to
ensure the continuity of the power supply lines L1, 1.2, con-
nect the output terminals O1, O2 of a detector to the input
terminals 11, 12 of the next detector and allow the detectors of
ranks 1 to n-1 to operate in automatic start-up mode by
connecting their start-up input terminal St to the second
power supply line [.2. The feedback loop Br controlled by the
start-up button B-St is connected between the start-up input
terminal St and the test output terminal C1 of the detector of
rank n, via the interconnection device of rank n.
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Each interconnection device T1, T2, T3 comprises an
upstream connector Tc1, a downstream connector Tc2 and an
intermediate connector Tc3. The detector is connected to the
intermediate connector of the interconnection device, while
the connector downstream of an interconnection device of
rank 1 is connected to the connector upstream of the inter-
connection device of rank 2 and so on to rank n.

Moreover, a start-of-chain plug is for example positioned
on the interconnection device of rank 1. This plug B isused to
connect the input terminals 11, 12 of the detector of rank 1 to
the second power supply line L2, which automatically
attaches the physical inputs to the positive electrical potential.
In this state, the inputs are called active.

Naturally, five-wire cables are employed to produce the
junction between the interconnection devices.

In operation, if all the means of access are closed, the
outputs of the detectors of ranks 1 to n-1 are active and the
inputs of the detector of rank n, situated at the end of the chain,
are then active. The outputs of the detector of rank n will be
active ifthe feedback loop Bris closed, thatis to say if the two
monitoring relays K1, K2 are closed, if the RFID tag is within
the range of the reader and if the start-up button B-St has been
engaged.

The secured detection system of the invention therefore has
several advantages as listed below:

It makes it possible to avoid the use of an additional secu-
rity module, while retaining the manual start-up mode
and the monitoring of the feedback loop Br.

Each detector can operate in automatic start-up mode or in
manual start-up mode. The configuration of each detec-
tor is carried out transparently for the user, simply by
wiring of the detectors.

All the detectors of the system are identical irrespective of
their position in the chain.

Depending on the wiring configuration of the detector, the
detection system of the invention can be imagined with
or without interconnection device.

According to the invention, in order to propose additional
start-up modes and/or additional switching capabilities, it is
possible to employ an additional security module MS like the
one shown in FIG. 2. The security model MS would then be
connected to the two outputs of the detector of rank n situated
at the end of the chain, for example via an interconnection
device. The detector of rank n would then be configured in
automatic start-up mode. The security module would manage
the feedback loop and the activation of the control relays K1,
K2.

The invention claimed is:
1. Detection system employed for securing a start-up of an
application, said system comprising:

at least one first detector (D2) and one second detector
(D3), each detector comprising two input terminals (11,
12) connected to its logic inputs, two output terminals
(01, O2) connected to its logic outputs and two power
supply terminals (0V, +24V) connected to two electrical
power supply lines, the two output terminals (01, O2) of
the first detector (D2) being connected to the two input
terminals (I1, 12) of the second detector (D3), character-
ized in that:

the two output terminals (O1, O2) of the second detector
(D3) are connected to control devices (K1, K2) of the
application to be secured, so as to form a detection chain,

the second detector (D3) comprises a start-up input termi-
nal (St) and a test output terminal (C1),
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to the second detector (D3), a feedback loop (Br) is con-
nected between the start-up input terminal (St) and the
test output terminal (C1), for the purpose of monitoring
the control devices,

the first detector (D2) is configured in an automatic start-up

mode,

the second detector (D3) is configured in a manual start-up

mode, which is conditional upon an active state of the
inputs of the second detector (D3), and on a closed
feedback loop (Br).

2. System according to claim 1, characterized in that the
first detector (D2) and the second detector (D3) are identical.

3. System according to claim 2, characterized in that the
first detector also comprises a start-up input terminal (St)
connected to a positive potential power supply line (1.2) and
an unconnected test output terminal.

4. The system according to claim 3, characterized in that
the detectors are of the radio-identification type.

5. The system according to claim 3, characterized in that
the detectors are of the Hall-effect type.

6. The system according to claim 3, characterized in that
the feedback loop (Br) is controlled by a start-up button
(B-St).

7. The system according to claim 3, characterized in that it
comprises a first interconnection device (1T2) and a second
interconnection device (T3) connected to the first intercon-
nection device (T2), the first detector (D2) being connected to
the first interconnection device (T2) and the second detector
(D3) to the second interconnection device (T3).

8. The system according to claim 2, characterized in that
the detectors are of the radio-identification type.

9. The system according to claim 2, characterized in that
the detectors are of the Hall-effect type.

10. The system according to claim 2, characterized in that
the feedback loop (Br) is controlled by a start-up button
(B-St).

11. The system according to claim 2, characterized in that
it comprises a first interconnection device (T2) and a second
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interconnection device (T3) connected to the first intercon-
nection device (12), the first detector (D2) being connected to
the first interconnection device (T2) and the second detector
(D3) to the second interconnection device (T3).

12. System according to claim 1, characterized in that the
detectors are of the radio-identification type.

13. The system according to claim 12, characterized in that
the feedback loop (Br) is controlled by a start-up button
(B-St).

14. The system according to claim 12, characterized in that
it comprises a first interconnection device (T2) and a second
interconnection device (T3) connected to the first intercon-
nection device (12), the first detector (D2) being connected to
the first interconnection device (T2) and the second detector
(D3) to the second interconnection device (T3).

15. System according to claim 1, characterized in that the
detectors are of the Hall-effect type.

16. The system according to claim 15, characterized in that
the feedback loop (Br) is controlled by a start-up button
(B-St).

17. The system according to claim 15, characterized in that
it comprises a first interconnection device (T2) and a second
interconnection device (T3) connected to the first intercon-
nection device (12), the first detector (D2) being connected to
the first interconnection device (T2) and the second detector
(D3) to the second interconnection device (T3).

18. System according to claim 1, characterized in that the
feedback loop (Br) is controlled by a start-up button (B-St).

19. System according to claim 1, characterized in that it
comprises a first interconnection device (T2) and a second
interconnection device (T3) connected to the first intercon-
nection device (12), the first detector (D2) being connected to
the first interconnection device (T2) and the second detector
(D3) to the second interconnection device (T3).

20. System according to claim 19, characterized in that the
control devices (K1, K2) are connected to the second inter-
connection device (T3).
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